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Braylin May Artigues

Subject: FW: University of New Orleans invited you to access applications within their 
organization

From: Microsoft Invitations on behalf of University of New Orleans <invites@microsoft.com> 
Date: January 14, 2021 at 2:30:48 PM CST 
To:  
Subject: University of New Orleans invited you to access applications within their organization 

  

  Please only act on this email if you trust the organization represented below. In rare cases, individuals may 
receive fraudulent invitations from bad actors posing as legitimate companies. If you were not expecting this 
invitation, proceed with caution.  

 
Organization:  University of New Orleans 
Domain:  my.uno.edu  

 

  
  
  
If you accept this invitation, you’ll be sent to https://myapps.microsoft.com/?tenantid=31d4dbf5-4004-4469-bfee-

df294a9de150. 
  

 Accept invitation   

  
  

Block future invitations from this organization.  

This invitation email is from University of New Orleans (my.uno.edu) and may include advertising 
content.  University of New Orleans has not provided a link to their privacy statement for you to review. 
Microsoft Corporation facilitated sending this email but did not validate the sender or the message.  

  

   Microsoft respects your privacy. To learn more, please read the Microsoft Privacy Statement.  
Microsoft Corporation, One Microsoft Way, Redmond, WA 98052  

   

 


